
3 YEAR ANNIVERSARY
Since October 10th, 2021

It is has been 3 years since our first website creation and founding since October 
10th, 2021. Happy way to celebrate with a new version, 2.20!



2.20 Release
10/10/24  700 PM 1900 CDT

AT Products LLC is now officially 3 years old! Since October 10th, 2021, we’ve been improving 
our site with a bunch of renovations and changes over the span of 63 versions, which are also 
visible on the Public Archive. AT Products LLC has also grown as a company, and without you 
viewers, wouldn’t get there, so thanks for looking at our work for 3 years! Here’s a new version, 
2.20, to celebrate!

With 2.20, a product from 2021 comes back, called AT’s ROM Games, and more features for 
accessibility has arrived, including a new button for TAB key users, highlighting code syntax, and 
much more!

View the changelog details on the next couple of slides.  →

2.20 - “The Accessibility Update”
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http://atproducts.xyz/backup/archive
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Added
Readded AT’s ROM Games as a discontinued page. (#309 & #314)
Added a button for keyboard users to skip to the main content. (#287 & #291)
Added highlight.js to color code syntax in CodingHome and the Script Community. (#300 & #312)
Added more resources and accordions in CodingHome. (#301 & #310)
Added the Selectors section in CodingHome's CSS Basics. (#300)

Changed
Fixed accessibility issues in most pages (mostly headers and links). (#297)
Updated the Privacy Policy and Discord Rules. (#306)
Changed the main logo image to a .webp format. (#292)
Reduced the scripts needed for community pages. (#288 & #291)
Updated Astro from v4.15.5 to v4.16.0. (#286, #296, #304, #307, #313 & #315)
Updated rollup from v4.21.1 to v4.22.4. (#298)
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Bug Fixes
Fixed where the navbar was inconsistent in design in CCTV Interception. (#305)
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CVE-2024-45296
NPM package path-to-regexp outputs backtracking regular expressions.

CVE-2024-47068
DOM Clobbering Gadget found in rollup (NPM package) bundled scripts that lead to XSS.

CVE-2024-47764
cookie (NPM) accepts cookie name, path, and domain with out-of-bounds characters.

Security Vulnerabilities Patched


